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To learn more, you can view the certificate. If you understand the risks involved, you can visit this website.
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Servers to upgrade to new certificates

• https://support.apple.com/kb/HT204132
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Check your implementations, libraries, and servers

Server Developers
- Replace any SHA-1 certificates or weak RSA keys
- Upgrade servers to TLS 1.2 and authenticated encryption ciphers
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- Check that your certificates are in CT logs

App Developers
- Avoid ATS exceptions
App Transport Security Update

Chris Wood, Secure Transports Engineer
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Expansion beyond WebKit
• AVFoundation loads
• WebView requests
• Local network connections

Certificate Transparency requirement
ATS-Compliant Services
Practice what you preach

APNs
FaceTime
Game Center
Apple Services
iCloud Services (Mail, CloudKit)
iWork
Spotlight
iAd
iTunes
Software Update
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- TLS 1.0: 1999
- TLS 1.1: 2006
- TLS 1.2: 2008
- TLS 1.3 (draft): 2017
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It is not on by default

You can install a profile on iOS

You can enable system-wide TLS 1.3 on macOS

```bash
defaults write /Library/Preferences/com.apple.networkd tcp_connect_enable_tls13 1
```
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- IETF standardization (2017-2018)
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- Enterprise preparation
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Implement best practices

Avoid new and future algorithm removals

Continue upgrading to modern TLS configurations
  • Minimize or remove App Transport Security exceptions
  • Try out TLS 1.3
More Information

https://developer.apple.com/wwdc17/701
<table>
<thead>
<tr>
<th>Session</th>
<th>Location</th>
<th>Date</th>
</tr>
</thead>
<tbody>
<tr>
<td>Privacy and Your Apps</td>
<td>Executive Ballroom</td>
<td>Tuesday 11:20PM</td>
</tr>
<tr>
<td>Advances in Networking, Part 1</td>
<td>Executive Ballroom</td>
<td>Wednesday 3:10PM</td>
</tr>
<tr>
<td>Advances in Networking, Part 2</td>
<td>Executive Ballroom</td>
<td>Wednesday 4:10PM</td>
</tr>
<tr>
<td>Labs</td>
<td>Technology Lab</td>
<td>Time</td>
</tr>
<tr>
<td>---------------------------</td>
<td>----------------</td>
<td>------------</td>
</tr>
<tr>
<td>Security &amp; Privacy</td>
<td>Lab D</td>
<td>Tue 1:50PM-3:50PM</td>
</tr>
<tr>
<td>Security &amp; Privacy</td>
<td>Lab J</td>
<td>Wed 1:00PM-3:30PM</td>
</tr>
<tr>
<td>Networking Lab</td>
<td>Lab D</td>
<td>Thu 9:00AM-11:00AM</td>
</tr>
<tr>
<td>Networking Lab</td>
<td>Lab J</td>
<td>Fri 1:50PM-3:50PM</td>
</tr>
</tbody>
</table>